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Q4 エグゼクティブサマリ

12四半期連続で
利益計画突破

サブスク谷越えで
利益の堆積へ

ALogのサブスク化から18か月が経過し、「売上減衰期」から「利益堆積期」に移行。
ARRは、前期比＋29％(29億円 38億円)と確定収益が堅調に堆積。

上場来、5年連続で増収増益。利益は倍増

営業利益は、前期比5.2億円 10.5億円と約2倍の達成。期初予算比は＋75％
営業利益率は11％ 18%に。経常利益/当期純利益は＋94％/＋95％

P5参照

P8参照

安定収益を軸に
株主還元と投資を拡充

FY2025で安定収益性が高まったため、配当を新たに実施。株主優待も拡充。
FY2026は、本格的な事業規模拡大に向け、戦略的資本政策を予定。
M＆A・研究開発・販売促進で100億円企業を目指す。

P24-37参照

2024 2025
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1,000百万円

売上高 営業利益 当期純利益

384百万円

751百万円

FY2024 

FY2025 

4,767百万円

5,936百万円

達成率

5,750百万円

前期比 +24.5%

FY2024 

FY2025 

103.2％

526百万円

1,051百万円

FY2024 

FY2025 

Q4 業績ハイライト

Rev OP NI

サブスク収益が顕在化。売上は25％増、営業利益は2倍に

175.3％

Q1 Q2 Q3 Q4

通期予想

通期予想

600百万円
105.2％

(上方修正後）

達成率

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

176.9％
通期予想

425百万円
110.5％680百万円

達成率

(上方修正後）

前期比 +99.8% 前期比 +95.3%
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129

186

260 263

363

526

1,051

166 

254 

332 
380 

538 

665 

FY2019 FY2020 FY2021 FY2022 FY2023 FY2024 FY2025

営業利益

EBITDA

Rev／OP (前期比) 

SaaS収益積上げにより、営利率が17.7%に上昇。成長速度向上の礎に

単位：百万円

+99.8%

営利率
11.0%

17.7%

売上高 営業利益・EBITDA 
単位：百万円

EBITDA
1,152

2,162 
2,315 

2,761 
2,986 

3,559 

4,767 

5,936 

FY2019 FY2020 FY2021 FY2022 FY2023 FY2024 FY2025

+24.5%
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サブスクによる利益均衡が顕在化。今後は価値最大化へ

83 88 153
263

163 210
315 363

226 259
365

526 486

795

1,051

736 

1,411 

2,200 

2,986 

896 

1,699 

2,645 

3,559 

1,213 

2,235 

3,455 

1,389 

2,746 

4,212 

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2022 FY2023 FY2024 FY2025

Rev／OP 四半期推移

単位：百万円

営業利益
売上高

4,767

282

+1.6億円
+1.1億円+1.1億円

Q3⇒Q4営業利益

+2.5億円

5,936

百万円

百万円
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600 630 743 698 677 662 691 691 730 747 784 824 870 958 1,110 
1,250 

1,375 
1,511 

1,652 
1,798 

802 833 
854 893 1,011 1,015 1,075 1,120 1,170 1,244 1,292 1,324 1,435 

1,509 
1,567 

1,690 
1,705 

1,821 
1,886 

2,003 

1,402 1,463 
1,597 1,591 1,688 1,677 1,766 1,811 1,900 1,991 2,076 2,148 

2,305 
2,467 

2,677 
2,940 3,080 

3,332 

3,538 
3,801 

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2021 FY2022 FY2023 FY2024 FY2025

ネットワークセキュリティ事業（NS事業）

データセキュリティ事業（DS事業）

+18.5%

ARRの四半期推移

全社ARRは前期比＋29%。完全サブスク化したDS事業は同＋43％

単位：百万円

中期経営計画

DS事業

NS事業

全社ARR
+29.3%

+43.8%
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744 
824 876 

1,022 

1,490 

FY2020 FY2021 FY2022 FY2023 FY2024 FY2025 FY2026 FY2027

契約負債は前期比＋38％。FY2026はフリーキャッシュを戦略投資へ

2024.04
ALogオールサブスク化

BSのトピック

単位：百万円

オールサブスク化により、年間一括払いによるキャッシュイン(BS上の契約負債)が前期比+38%

+10%
+6%

+16%

+45%

2,059

前期比

+38.2%
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566 

1,095 

1,688 

2,268 

681 

1,308 

2,091 

2,851 

844 

1,626 

2,423 

3,455 

234
446

663
862

244
448

699
974

346
641

988

1,423

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2023 FY2024 FY2025

売上高

売上総利益

329 

603 

956 

1,291 

531 

926 

1,364 

1,915 

545 

1,119 

1,792 

2,480 

227 
407 

635 
853 

330 
515 

710 
987 

309 

636 

1,052 

1,418 

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2023 FY2024 FY2025

売上高

売上総利益

「ALog」の受注が引き続き堅調。 *経産省のセキュリティ対策要請に
加えて、ランサムウェア事件解明に要する分析として、安定した成長。
売上24.8億円、売上総利益14.1億円、セグメント利益10.2億円。

事業別サマリ

ランサムウェア事件解明にはログ分析が必須

データセキュリティ事業

フィッシング対策としてネットワークセキュリティサービス「Network 
All Cloud」が好調。国産SASE「Verona」は2026年から本格始動。
売上34.5億円、売上総利益14.2億円、セグメント利益10億円。

ネットワークセキュリティ事業データセキュリティ事業

単位：百万円

* 経済産業省：「サプライチェーン強化に向けたセキュリティ対策評価制度構築に向けた中間取りまとめ」

売上総利益率

41.2%

売上総利益

+46.0%

+21.2%
売上高

売上総利益率

34.2%

単位：百万円

売上総利益率

57.2%

売上総利益

+43.7%

売上高

+29.5%

売上総利益率
51.5%
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0.9% 0.9% 1.3% 1.3% 0.8% 0.7% 0.6% 0.7% 0.8% 0.8% 0.7%0.5%

12.7% 13.5%
11.8% 12.4%

13.7% 14.4% 14.4%

19.3%
17.0% 16.9%

18.6%
18.4%

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2023 FY2024 FY2025

旧体系解約率

旧体系の終売により、サブスク受注が加速。
5年で7倍の価格上昇にも関わらず、累計の受注件数は前年同期比1.8倍に

サブスク受注件数

サブスクの年間解約率は、1％以下をキープ。
旧体系の解約率上昇は、サブスク移行増加の現れ

サブスク解約率

データセキュリティ事業

ライセンス売切り サブスクの切換えは順調

単位：件

45 50 59
76

93
135

188

262
308

367

433
483

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2023 FY2024 FY2025

ALogサブスク受注件数(累計)

2024.Q2より
完全サブスク化

累計受注件数

1.8倍

ALogサブスク解約率

サブスク”年間”解約率

件
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ネットワーク仮想化の需要増を背景に受注が好調。
「機器台数」：ルータやWiFiなどの販売増で前期比＋44.4%。
「ライセンス数」：SASEの販売始動により＋26.7％。

Network All Cloud 受注

ランサムウェア対策、フィッシング対策に効果のある
当サービスは、不可逆的かつ恒常的な社会必需要素。
解約率は引き続き低位を維持。

Network All Cloud 解約率

ネットワークセキュリティ事業

| 堅調な受注増と低解約率が、必然価値の証明

5.3%
4.6% 4.0%

3.3%
2.4%

1.7%
1.0% 1.2% 1.3% 1.3% 1.2%

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2023 FY2024 FY2025

解約率 （VPN＋SASEライセンス）

（VPNライセンス）

（機器）

＋26.7％

1.0%
8,124 10,240 11,809 13,349

15,971 17,552 19,732 21,477 23,573
26,252

28,776
31,01653,398 55,566 57,989 59,849 62,694 65,563 65,608 67,679 68,602 69763 71484

75584
53,398 55,566 57,989 60,449

65,094 68,363 69,808
73,879

78,002
83,763 86,934

93,584

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2023 FY2024 FY2025

Verona/Hypersonix機器台数
VPN
VPN＋SASE

＋44.4％
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存
在
価
値

I d e n t i t y

ランサムウェアなど多種のサイバー攻撃から身を守るには、
侵入経路の特定から脆弱部分の穴埋めまで、あらゆる攻撃
手法を熟知したプロの支援が必要です。

また、日本のサイバー安全保障には、
『国産のセキュリティ事業者』が対応すべきです。

私たちは『国内屈指のサイバーセキュリティ集団』であり、
最先端の技術開発力のある『国産セキュリティベンダー』です。

私たちは、

AI＋クラウドを駆使した『国産のサイバーセキュリティ屋』

S E C U R E  T H E  S U C C E S S .
自動化で、誰もが安全を享受できる社会へ
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成長市場なの？

「危機管理への投資」が、日本でも標準に

成
長
市
場

G r o w t h M a r k e t
※：IDC 国内WANサービス市場予測 ※：富士キメラ ネットワークセキュリティビジネス総覧

20302025

サイバーセキュリティ市場(国内)

2兆2000億円

2020

法人向け
ＷＡＮサービス市場 6,300億円

ネットワーク
セキュリティ市場 8,078億円
セキュリティ
サービス市場 3,231億円
セキュリティ
製品市場 4,847億円人口減少

サイバー攻撃の増加

経済安全保障

社会
背景

市
場
規
模

国家安全保障戦略能動的サイバー防御

産業振興政策
セキュリティ事業者の売上高を
約0.9兆円から約3兆円超に増やす政策

経済産業省のセキュリティ格付け制度始動
（セキュリティ対策評価制度）
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FY2028(目標)

FY2025

FY2020

1051

186

データ
セキュリティ事業

データにまつわる
セキュリティ

DS事業

これからは、

需要の追い風と収益モデルの転換で、急速な成長へ

成
長
速
度 ネットワーク

セキュリティ事業
通信インフラにまつわる

セキュリティ

NS事業

単位：百万円

DS事業 フロー

NS事業 ストック
NS事業 フロー

営業利益DS事業 ストック

2,315 

R a p i d i t y

5,936
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収益モデルの転換とは？

旗艦製品が「売り切り」から「オールサブスク」に

収
益
変
革

R e v o l u t i o n

ライセンス

保守

サブスク

1year 2 3 4 5 1year 2 3 4 5

売り切り型

ARR ARR

サブスク型

収益力が

格段に向上
（ARR理論値10倍）

・1度購入→その後は安価な保守費用
・売上は一括計上
・顧客接点は導入時のみ
・成長は新規依存
・モノを提供

・月額／年額課金 → 継続利用
・売上はストック収益
・導入後も接点が継続
・ARRベースで安定成長
・価値を提供
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私たちの強みは、

国産サブスクベンダーならではの『高利益』と『安定収益』

競
争
優
位

c o m p e t i t i v e  

最
先
端
の
技
術
開
発
力

SIEM
ランサム検知/ログ分析

SASE
フィッシング対策/
インターネット保護

SOC/CSIRT
サイバー攻撃の監視代行

SDN
ネットワークの仮想化

売上の

65%以上が
サブスク

『高利益』『安定収益』の源泉

ネットワークセキュリティ事業

データセキュリティ事業

国産自社製品

国産自社サービス

国産自社サービス
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売上高

前中計

ARR

成長しているか？

本来減衰する“サブスクの谷”を経ながらも、急ピッチの成長を達成

成
長
実
績

E v i d e n c e

前中計
（2022Q4→2025Q4）

契約負債

サブスク前受金の増加

販管費

4.0倍2.1倍
18.1億円 38.1億円 29.8億円 59.3億円 2.6億円 10.5億円

2.3倍前中計

営業利益

前中計

前中計

解約率/年(ALog)

従来比

売切り時は14％、サブスク後は0.6%

-13.4%
12.9億円 17.9億円

1.4倍

2.0倍
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Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4
FY2023 FY2024 FY2025

予算をコミットしたか？

予
実
誠
実

I n t e g r i t y

単位：百万円

実績
予想

中期経営計画

計画達成の積み重ねが信頼の証に
あかし

12四半期連続 営業利益の予想を超過

163
210

315
363

226
259

363

526

282

486

795

1,051

600
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新中期経営計画（2026-2028）

網屋の価値創造

外部環境 経営戦略 事業戦略 指標KPIパーパス
理念

網屋の価値
最大化

投資戦略

海外進出
セキュリティ人材の養成と社会供給

大手キャリア/SierへのOEM提供

SIEM/SASEのサブスクARR上昇網羅的セキュリティの提供

自動監視による低価格

国産化による自給率向上

セキュリティ人材の不足

サイバー攻撃・事件の増加

国家安全保障としての重要性

手の届く
サイバーセキュリティの普及

日本発のセキュリティ

Rev/OP 3倍
ARR 80億円
投資金額の順守
株主還元向上
社員平均年収の向上
正社員の増加

総合セキュ事業用M＆A

SASE製品の認知向上

セキュリティ人材の採用/育成

SIEMの研究開発

国内のサイバーセキュリティ市場を高性能製品の開発/販売により活発化させ、
国の経済安全保障にも通じる社会性の高い事業を大きく興すことが当社の使命。
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新中期経営目標

売上／営業利益の計画

DS事業

NS事業

単位：百万円

営業利益(Op)

売上高(Rev)

倍にRev 2

倍にOP3

安定した収益基盤をもとに、スケール拡大を追求するために積極的な投資を実行。
中期利益のアップサイドを追求し、ビジョンを具現化する。(Rev) (OP)

Revアップサイド

1,132 1,264 1,682 1,869 2,268 2,851 3,455 
4,208 

1,030 1,050 
1,079 1,116 

1,291 

1,915 

2,481 

2,794 

2,162 2,314 
2,761 2,985 

3,559 

4,766 

5,936
7,002 

FY2019 FY2020 FY2021 FY2022 FY2023 FY2024 FY2025 FY2026 FY2027 FY2028

128 186 260 263 
363 

526 

1,053
1,200 

Revベース

NTTドコモビジネス OEM

大手キャリアSASE供給

大手製造メーカー提携

FY2026 SASEに注力投資
 販促（展示会出展/イベント協賛）
 研究開発 CPU変更(Intel ARM) 
 ルータハードウェア国内製造          

 ISMAP認証取得(公共受注用)        

+2億円
+1億円

+1.2億円

+0.5億円

Opアップサイド

Opベース
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802 

833 

854 

893 

1,011 

1,015 

1,075 

1,120 

1,170 

1,244 

1,292 

1,324 

1,435 

1,509 

1,567 

1,690 

1,705 

1,821 

1,886 

2,003 

600 

630 

743 

698 

677 

662 

691 

691 

730 

747 

784 

824 

870 

958 

1,110 

1,250 

1,375 

1,511 

1,652 

1,798 
1,402 1,463 1,597 1,591 1,688 1,677 1,766 1,811 1,900 1,991 2,076 2,148 

2,305 
2,467 

2,677 
2,940 3,080 

3,332 
3,538 

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4

FY2021 FY2022 FY2023 FY2024 FY2025

データセキュリティ事業（DS事業）

ネットワークセキュリティ事業（NS事業）

ARRの計画

単位：百万円

DS事業

NS事業

新中期経営目標

72億円へ

48億円
ARR目標

FY2026 FY2028

旺盛なサイバーセキュリティ需要を好機に、主力のセキュリティログ管理『ALog』と
クラウドネットワーク『Network All Cloud』がサブスク契約を堆積させる

3,801



Copyright @ AMIYA Corporation 24

新中期経営目標

投資計画

Verona SASE開発ネットワークセキュリティ事業

データセキュリティ事業

Verona iOS/Mac開発

ALogサブスク版開発 AI 拡張開発セキュリティサービス
事業立ち上げ

新規事業/人材投資

研究開発

2023

広告宣伝

2024

4.3億円

2.0億円

1.3億円

1.0億円

4.2億円

1.8億円

1.2億円

1.2億円

2025

1.2億円

2.0億円

1.3億円

6.0億円

1.6億円

2.2億円

2.2億円

2026

ハードウェア自社製造

セキュリティサービス事業
拡大のため、エンジニア/
コンサルタントを増員

SASE製品の広告強化
情報セキュリティEXPO出展
Interop出展

SASE製品のR＆D
(IntelからARMに設計変更)

『ALog』
(SIEM機能/AI機能を拡張)

4.5億円合計投資額

セキュリティ対策の最有力候補のSASE市場に、国産製品の代表的存在になるべく、
研究開発/販売促進に最大投資し、6兆円マーケットに経済安全保障製品としてスペックイン

20282027
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長期保有される株主様への感謝を込めて、 2025年12月期末
からクオカード最大7,000円を最大15,000円に拡充。
最低保有株数も400株から200株に緩和。優待利回り最大5倍*に

株主優待 配当

安定的な収益確保の目途が立ったため、成長投資と利益還元
を同時に実施。事業成長投資とのバランスを鑑み、
１株あたり15円73銭に設定。2025年12月期末から開始

 配当性向を約20％基準に検討

 １株あたり配当金は、普通配当 15円73銭
 純資産配当率（DOE）は、5.52％

 現行実施の株主優待も継続。合算した総配当利回りは最大1.143％※

 長期保有の奨励として、QUOカード最大15,000円を優待

 対象は200株から

 毎年12月31日現在当社株主名簿に記録された株主様が対象

 発送は3月前半を予定

※ 2年以上継続かつ権利付最終日に5単元（500株）保有の場合

株主還元

継続保有期間
保有株数

400株以上1,000株未満 1,000株以上

1年未満 QUOカード 1,000円分 QUOカード 2,000円分

2年未満 QUOカード 2,000円分 QUOカード 5,000円分

2年以上 QUOカード 3,000円分 QUOカード 7,000円分

保有株式数を半減
ex：400株 200株に

金額を倍に
ex：最大7,000円から

15,000円に

従来 2025年12月期末より

配当性向 約20%

1株当たり配当金（普通配当） 15円73銭

2025年12月期末 配当予想

新中期経営目標

2025年12月期末より、新たに配当政策をスタート。成長投資とバランスしながら株主還元も拡充予定
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新中期経営目標

戦略的事業会社との資本業務提携 (2月12日開示)

創業者株
(約31%)

資本政策オプションの拡充

自己株式取得
（約3.6％）

自己株式活用の自由度を確保
（還元＋交付原資の確保）

戦略的事業会社との事業シナジー

戦略的事業会社3社との資本業務提携 
（約27.4%）

株主異動後の議決権比率

キヤノンMJ 約14.0%

サイバーソリューションズ 約10.2%

菱友システムズ 約3.2%

・創業者株(約31%)を戦略的事業会社3社と自己株式に移転。
・2025年のNTTドコモビジネス社、エイチ・シー・ネットワークス社とのOEM連携に続き、

キヤノンMJ社・サイバーソリューションズ社・菱友システムズ社にOEMを前提とした事業拡張が見込める資本業務提携を締結。

注：サイバーソリューションズ株式会社の議決権比率約10.2％につきまして、サイバーソリューションズ株式会社社長の資産管理会社の議決権を含みます。
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中長期志向の機関投資家との戦略的投資提携 (2月12日開示）

当社は、サイバーセキュリティの国産メーカーとして、「ALog」やNetwork All Cloud（VeronaSASE／Hypersonix）を始めとした
総合セキュリティサービス事業を展開し、継続課金の積上げと国内外への領域拡張を前提とした事業成長を進めており、
今回これらの成長戦略を前倒しで実行するため、シンプレクスPIPEsファンドを割当予定先としたCB・新株予約権で約25億円を
調達し、M&A待機資金の確保と既存事業の成長加速に充当します。

目的 1

M&A待機資金の確保
当社の既存領域（セキュリティ、ネットワーク等）と親和性の高い技術・
人材・運用体制・販路等を機動的に補完するため、M&A実行のための待機
資金を確保します。

目的 2

既存事業の成長加速
セキュリティ人材の確保と養成、プロダクト研究開発、販促及び営業強化、
管理基盤の強化など事業成長を加速させるための投資を前倒しで実行します。

希薄化への対応： 本資金調達に伴う株式交付については、原則として当社が保有する自己株式を
充当する予定であり、新株発行による発行済株式総数の増加はありません。

新中期経営目標
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1year 2 3 4 5 101year 2 3 4 5 10

200万円 200万円 200万円 200万円 200万円

50万円

1year 2 3 4 5

30万円 30万円 30万円 30万円

300万円

50万円

1year 2 3 4 5

主力製品のサブスク化で従来収益を10倍に

今後

年間
売上

販売
モデル

※数値は、実績値をもとにした概算イメージ

150万円 / 5年

2024.Q1まで 2024.Q2から

サブスク

導入費

ライセンス
保守

従来比

10倍

ライセンス

ARR 60億円

従来

導入費

ARR 6億円

保守

サブスク

1,000万円 / 5年

従来は少額保守金額の積上げ。
解約率も高かった

サブスク200万円×300件×10年

オールサブスク化で
次年度以降の売上が7倍に。
解約率は14％→1％に

ストック ストック

新中期経営目標
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従来のALog

頻度異常を視覚化

ドリルダウンで前後行動を把握

新しい

SIEM要件

ログを集める 統一データにする

保管する まさかの時に検索する

AIで予兆検知する

攻撃や不正の原因を分析する

ALog SIEMログを集める 統一データにする

保管する まさかの時に検索する

AIで予兆検知する

攻撃や不正の原因を分析する

新しいALog

データ分析も容易に

新中期経営目標

(2026.04予定)

今期より『ALog』が、従来の「有事のログ保管」に加え、「サイバー攻撃を検知/分析」を拡充。
従来比125％の販売量を目指す
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ZTNA SWG
URLフィルタリング
DNSセキュリティ

FWaaS
IPS/IDS

アンチウイルス
アンチスパム

CASB
アプリケーション
コントロール

ゼロトラスト
ネットワーク

最新パッチを常時適用。
ランサム攻撃の穴を塞ぐ

本社

支社

テレワ/リモート

Verona Client

Verona Cloud

Verona Edge

工場/店舗

Web会議

全ての通信がセキュアGWを経由。
どこからでも安全通信

フィッシングを
不正アクセスとして遮断

Security

柔軟な経路選択により
負荷/ボトルネックを回避

IaaSSaaS

Web会議
DC

導入/設定/監視をすべて
Webから制御

店舗

新中期経営目標
今期より、需要旺盛な「SASE」市場に対して国産SASE『Verona』の販売に資源を注力。
販促/R＆D/OEMなどにより、従来比150％以上の販売を目指す。

SASE

攻める

証明書認証
高機能VPN

リモートワイプ
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セキュリティ全体をBPOしたいニーズ

収益多様化

セキュリティのBPO事業

年間計画の作成 環境調査 防御/監視 検知 対処/救済 復旧

リスクアセスメント 資産管理 Verona (SASE) ALog (SIEM) ファストフォレンジック

セキュリティ文章化/改訂 アタックサーフェス調査 EDR(端末監視) ALogMDR/セキュサポ(SIEM運用代行) フルフォレンジック

セキュリティ監査 脆弱性診断
（Web/プラットフォーム） IdaaS/SSO(認証管理) SOC（攻撃監視） ログ調査

セキュリティ認証
(ISO27001/Pマーク)取得 セキュリティ設定診断 セキュリティ人材SES 内部不正監視 緊急インシデントレスポンス

CSIRT構築 ペネトレーション 標的型メール訓練 脅威インテリジェンス CSIRT対応訓練/バックアップ復旧

セキュリティのBPO需要を追い風に、売上15億円に

2026→2028

製品メーカーから総合セキュリティ事業者へ

新中期経営目標

(セキュリティサービスだけで)

製品以外でも、セキュリティコンサルティングサービスが好調。
3か年で当該サービス事業を強化。従来比200％以上の売上を目指す。
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セキュリティ人材増強
※下記は網屋単体数値（2025年9月末現在）

平均残業時間

6.5時間/月

男性

76.2%
女性

23.8%

男女比

平均年齢

従業員数

26 28 30 33 31

29 31 33 35 42

45 46 53 55
61

25 25
33 39

51

125 130

149
162

FY2021 FY2022 FY2023 FY2024 FY2025

データセキュリティ事業
ネットワークセキュリティ事業
開発部門
その他

300人

6.2%

離職率 平均年収

人材戦略

多様な働き方：

成長支援：

成果重視：

185

87
42 33 21

2

20代 30代 40代 50代 60代

※業界平均 9～13％ ※業界平均 20〜25時間/月

優秀な新卒学生を中心に
セキュリティ人材を採用・養成

IT企業には珍しい女性の活躍が多い職場

業界では珍しい低離職率 業界では珍しい低残業

社員の働き甲斐と豊かさを真剣に
考える経営

フレックス制度
テレワーク/サテライト勤務
ワーケーション

成果インセンティブ/社長賞
決算賞与
株式報酬（RS/PSU）
従業員持株会(奨励金20%)

技術研修/幹部研修制度
資格取得支援/合格祝い
スペシャリスト待遇制度
若手の積極抜擢

新中期経営目標

目標
300人

FY2028

30歳台前半へ

従来まで40歳台だった平均年齢を

FY2028までに

FY2028までに

網羅的セキュリティ事業を達成すべく、M＆Aや提携も含めて人員増強を急ぐ。
プロパー人材数を160％以上、平均年収も120％以上の向上が目標。

2割向上

従来の平均年収を

FY2028までに
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世界の主なセキュリティ製品

ブロードコム (約144兆円)
クラウドストライク (約20兆円)
センチネルワン  (約2,500億円)

Microsoft (約590兆円) 
オクタ (約1.6兆円)

スプランク(約4.1兆円でシスコが買収)
Microsoft (約590兆円) 
IBM (約40兆円)

シスコシステムズ (約38兆円)
パロアルトネットワークス(約22兆円)
フォーティネット (約9兆円) 
ゼットスケーラー (約3兆円)

網屋「ALog」

日本のプレイヤー世界のプレイヤー主要セキュリティ

2.3兆円

1.5兆円

1.7兆円

6.7兆円

市場規模予測 (2030年)

パソコンの不正挙動を
監視＆ブロックする

EDR

1回のログインで
複数サービスにアクセス

IDaaS

ログを集めて、
有事の分析に使う

SIEM

インターネットを
クラウドからセキュア化する

SASE

網屋「Verona SASE」

※補足※

（）内は2025年11月時点の時価総額
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数字で見る網屋 １

顧客/販路は大手企業が中心

1万社
導入
実績
国産セキュリティベンダとして
大手企業を中心に多くの販売実績

DS事業 6200社 NS事業 5900社

30社以上
大手
販路
販売代理店様の多くは大手ITベンダー

富士通、NEC、日立G、大塚商会、日本HPなど

3倍へARR
確定収益性が成長企業の条件

14億円から3倍の42億円を目標に進行中

1位
サーバログ管理
17年連続
国内市場では圧倒的なシェア。
今後は世界のログ市場へ

世界のSIEM市場は2030年には、1.7兆円に

4倍
研究開発投資

売上高における研究開発費比率は4.7 %と
業界でも高い研究投資

開発リリース数は年20回以上中央値 全産業 1.2％
情報通信 3.1%

業界平均の

65％以上
継続
収益率
ARRが全社売上高の65％以上に

サブスクの本格開始は2024年。2030年までにARR70％へ

20％以上
市場CAGR

世界のサイバーセキュリティ市場は成長産業

特に、SASEの年成長率は 2025～2030までに24％増

98％
継続
利用率
セキュリティは信用が何より大事。
サブスクの低解約率が、高いLTVの形成に

ALog 解約率 0.5％ NAC 解約率 1.0％
※2025年Q4

(2021年) (2025年)
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| トップシェアを誇るログ分析製品

デロイトトーマツミック経済研究所
「内部脅威対策ソリューション市場の現状と将来展望 
2022年度」2023年1月 発刊

出典：

データセキュリティ事業

サイバー攻撃を発見し、
原因を特定する

社内の不正を
ふるまい検知で未然防止

SIEM
ランサム検知/ログ分析
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| 大規模／大容量のログを翻訳できるのは『ALog』だけ

S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls

S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls

S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls

日時 ユーザ サーバ ファイル 操作

2021/02/03 
12:15:04 amiya¥Sasaki amyfs001 D:¥¥営業部¥重要顧客リスト.xls READ

2021/02/03
20: 11:04 amiya¥Yamada amyfs001 D:¥¥企画部¥FY13事業計画.doc WRITE

2021/02/03 
22:05:03 amiya¥Akiyama amyfs001 D:¥¥経理部¥給与明細_田中.xls DELETE

AWS

ファイルサーバ

ネットワーク機器

アプリケーション
サーバ

AD サーバ

Ｗeb プロキシ

クラウドサービス

データベース

PC

S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls
/0x534/%%4416     /0x1/0x4//
S-1-5-21-2910433525-404745982-3962478095-
500/Toshio/2008SP2/0x50b70/Security/File/E:¥DATA¥
顧客情報¥取引先重要顧客リスト.xls

多種多様かつ複雑なシステムのログを 視認性のあるデータに自動変換

いつ 誰が どのファイルに 何をした

特許取得技術
ログ翻訳変換(第6501159号)

AIリスクスコアリング(第7576646号)

データセキュリティ事業
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| ログの収集/保管/分析がワンパッケージに

ログの調査は数日作業・・・

複数のシステム管理者

システムごとに異なる
ログフォーマット

さまざまな管理画面

増え続けるシステム

Before After

で、収集も分析も自動化

人手を介さず
AIが分析

不正や攻撃を
自動検知

ネット
ワーク
管理者

基幹
システム
管理者

情報
システム
管理者

データセキュリティ事業
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| AIを使った「リスクの自動判定」は、他社にはない優位性
データセキュリティ事業
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| 中小向けにサイバー攻撃の監視を代行

多種のログを収集

サイバー攻撃や
内部不正を監視

対処と改善策を指導

突破原因を分析

顧客に文書でレポート

監視 分析

最適化 報告

データセキュリティ事業

ALogをお客様に代わって運用。セキュリティのプロが遠隔監視 自社製品だから圧倒的な低価格SOC/CSIRT
サイバー攻撃の監視代行
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従来のネットワーク | 人手を介した現地設定が必須だった

インターネット

ルータ L３スイッチ

UTM

無線LAN
L2スイッチ

サーバ

PC

VPN

SaaS/IaaS

IoT

モバイル

テレワーク

DNS

FQDN

FireWall

ロード
バランス

Web

Email

アプリ
ケーション

Database

リモート
アクセス

仮想化

Gateway

監視
カメラ

ネットワークセキュリティ事業

従来までの法人インターネットインフラは、
クラウド時代には珍しい現地作業/現地メンテナンスだった
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これからのネットワーク | クラウド型の仮想ネットワークが主流に

インターネット上から
通信ネットワーク設計/構築/運用ができる

Software Defined Network

障害監視／ログ記録／設定変更。すべてインターネット上で完結

インターネット上から
セキュリティがワンセットで供給できる

SASE/ゼロトラスト

従来のVPNに代わる新しいセキュリティの標準

ネットワークセキュリティ事業

仮想化ネットワーク 仮想化セキュリティ
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|仮想ネットワークビジネスの国内有数サービス

Point 1

インフラゆえに
他社乗換えが

難しい

FY2025 

Point 2

お客様が
従来コストを
軽減できる

ネットワークセキュリティ事業

99%

5900社

仮想化ネットワーク

FY2025 
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に『SASE』が新たに登場

〇 全ての通信がSASEを通じて安全を担保

〇自宅のインターネットでも
安全にクラウドアクセス

〇 物理的なセキュリティ機器が全てクラウド化されているので、
 最新のセキュリティパッチがあたる

× 脆弱なテレワ環境から
本社にウイルスが混入

× zoomやMS365など
クラウド通信は増えるが、
自宅のネット環境は脆弱

× 通信が集中し、
ボトルネックが発生

旧型のVPNがランサムウェアやフィッシングの温床に
国産SASE

SASE
× 古いVPNルータから

 ランサムウェアが侵入

| 国産SASEを新たに販売開始。アップサイドの本命
ネットワークセキュリティ事業

国産SASE



自動化で、誰もが安全を享受できる社会へ


